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The digital transformation

Main pillars: 
• Digital consumer experience (e-commerce, social media, after market, 

enhanced product experience, maintenance, add-on sales and so on) 
• Digital productivity (use of big data, business intelligence, digitalization in 

internal activities, etc).
• Digital manufacturing (industry 4.0)
• Digital supply chain
• IoT & Connectivity

• 2020: more than 26 billions of «connected things» and more than 50 «connected 
things» per household

• Exponential growth of «connected things» and data to be processed
• Complex value chain:

• digitally supported 360° shopping and ownership journey that 
is simply outstanding, inspiring and personalized

• New revenue strom individualized ownership solution
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IoT: competing alone is impossible
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TECHNICAL OR COMMERCIAL PARTNERSHIPS
Ex: Visa & IBM, IBM & AT&T, Electrolux & Google, Renault and Nissan & Microsoft, GE & Huawei

JOINT VENTURES
Ex: Deutsche Telekom & China Mobile, Qualcomm & TDK, AT&T & China Telecom, Vodafone & Liberty Global, BMW & 
Sixt, Philips Lighting & Xiaomi 

ACQUISITIONS
Ex: Intel acq. Mobileye, Samsung acq. Harman, Intel acq. Replay Technologies, 
Google acq. Almatter, Verizon acq. Fleetmatics, SoftBank acq. ARM Holdings

ALLIANCES & STANDARDS
• OCF (Open Connectivity Foundation): Samsung, Intel, Microsoft, Qualcomm, Electrolux et al. (interoperability)
• IPSO: Bosch, Ericsson, Intel  et al. (Internet Protocol)
• Wi-SUN: Cisco, Toshiba, ABB, Fujitsu, Huawei, Mitsubishi, Panasonic, Nec  et al. (wireless standard)
• OMA (Open Mobile Alliance): AT&T, Motorola, Qualcomm, Nokia, Intel, Microsoft, T-Mobile et al. (mobile phones)
• IIC (Industrial Internet Consortium): Bosch, Huawei, GE, IBM, et al. (interconnected machines and devices)

OPEN INNOVATION
• Universities
• Start up



The need of new internal organization, 
tools and processes
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The importance of a strategy to secure  
access to relevant IoT technologies

25/11/2017

In order to secure access to relevant technologies it’s important to:
- Get a clear understanding of the patent scenario in the specific industry (Patent Landscapes)

- Assess the Freedom-To-Use of the new IoT technologies 

- Build a relevant patent portfolio for possible cross-licenses 

- Select the right business partners and properly regulate the IP aspects (contracts)

- Buy licences when needed (under FRAND terms in case of standards)

- Attack competitor’s patents when necessary (it can be an options, but often the time needed is 
incompatible with the timing of business activities)
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Patent Landscapes to assess the 
competition in the IoT arena
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• Important to have the «big picture»
• Who is leading the run?
• What are the new trends?
• Who is investing more and on what technologies?
• What are the unexplored areas?
• Which are the most attractive partners?



Assessing the Freedom-To-Use of new 
IoT technologies

Main issues:
• Very high number of references to analyze, in particular “prima facie” relevant
• High percentage of patent references still pending

• High level of complexity of internet/telecom technologies (different technical aspects: 
HW, SW, app, cloud, services, …) and low familiarity with the sames

• Relatively vague and broad patent claims (hard to predict final scope of protection)

• Use of unclear “made up words” or definitions created by the applicants
• High average length of patent documents
• High number of documents in non-english language (in particular german or chinese) 
à need to translate, slowing down of analyses

• Patents often extended in Countries with different rules on patentability of software or 
business related inventions (US vs. EP)

• Not sufficient to consider only direct competitors: relevant patents can come from 
Companies in very different business area

• High costs involved, difficult to estimate



Main decisions to be taken:
• Since the technical solutions under development typically change in time, it’s better to 

run a wide-range search or a narrow one? 

• Always perform complete FTUs, or only in case of need (e.g. immediate risk)?
• Who should run the search: a patent documentalist (specialized in searches), an 

external patent attorney (less specialized but offering support also for the analysis) or 
the in-house patent attorney (poor time to dedicate)?

• Who should make the analysis: external patent attorney (high costs), in-house patent 
attorney (poor knowledge of the technology), R&D people (poor patent knowledge), 
or some of them together (high involvement of resources)?    

• What R&D people to involve? (patents in IoT ofter relate to a wide range of 
technologies and are cross product line)

• Better to analyze only granted patents (and put pending applications simply under 
monitoring) or all patent documents?

Assessing the Freedom-To-Use of new 
IoT technologies



Building the own patent portfolio

• Being the only one offering certain technical solution may be a great 
advantage

• With respect to traditional technological areas, in IoT inventions are 
sometimes made not to satisfy existing needs, but to create new ones 

• There is therefore the opportunity to generate disruptive inventions, also in 
traditional industries

• BUT
• Invention in the IoT area may be more difficult to patent, in particular if they 

relate to software, APPs, services, protocols, data management, etc.
• Sometimes it’s better to limit the patent protection to the own industry, as 

there is often relevant prior art in completely different areas
• Sometimes it’s better to allow access to third parties (for spreading the use of 

new technologies)
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Electrolux & Connectivity

Electrolux is active in the IoT area with a lot of initiatives. Examples:
• Smart Oven: “control of your home appliances from your office has become a big area of 

growth for the Internet of Things. For example, users of Electrolux's CombiSteam oven 
(above) can turn the oven on, adjust the temperature and humidity, and watch their food 
cooking from their smartphone via an interior-mounted camera” 

• A Uber model for washing machine: “Electrolux is assessing the feasibility of an IoT 
service project, based on a system of intelligent washing machines that can communicate 
with each other according to the Smart Home paradigms. A sort of "Uber Laundry", where 
appliance owners make them available to wash other people's clothes”

• Google's smart home platform: “Electrolux has signed on for early access to Google's 
Internet of Things platform for the manufacturer's smart appliances”

• Sous-Vide: “Electrolux to buy maker of internet-connected sous vide cookers Anova”
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Examples of patents in the field of 
appliance connectivity
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• 412 pages
• 171 figures
• Vague claims



Examples of patents in the field of 
appliance connectivity
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• Family (N. 54353595) with 163 applications, 95 
of which used for priority claiming

• 7 broad and undefined independent claims
• Mix of technical and non-technical features



Examples of patents in the field of 
appliance connectivity
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MACHINE TRANSLATION
Claim 1. A method for accessing a smart home device is 
characterized by comprising the steps of: 
Obtain the service set identifier and password of the router 
through the APP of the mobile terminal and connect to the 
router; 
The APP of the mobile terminal generates a wireless 
message according to the service set identifier and the 
password, and forwards the wireless message to the 
wireless environment via the router; 
The home device captures and parses the wireless packet to 
obtain the service set identifier and the password, and 
connects the router according to the service set identifier 
and the password until the connection succeeds. 

• Only chinese language
• General abstract
• Broad claims
• Machine translation reliable?



Examples of patents in the field of 
appliance connectivity

25/11/2017

• Only german language
• Deferred examination (7 years)



THANK YOU !
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